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SMBleed POC: https://github. com/ZecOps/CVE-2020-1206-P0OC.
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Windows 10 Version 1909 for 32-bit Systems Windows

10 Version 1909 for x64-based Systems Windows 10

Version 1909 for ARM64-based Systems

Windows Server, version 1909 (Server Core installation)



Windows 10 Version 1903 for 32-bit Systems

Windows 10 Version 1903 for x64-based Systems

Windows 10 Version 1903 for ARM64-based Systems
Windows Server, version 1903 (Server Core installation)
Windows 10 Version 2004 for ARM64-based Systems
Windows 10 Version 2004 for x64-based Systems

Windows 10 Version 2004 for 32-bit Systems

Windows Server, version 2004 (Server Core installation)
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Set—-ItemProperty —Path “HKLM:\SYSTEM\CurrentControlSet\Services\LanmanServe

r\Parameters” DisableCompression —Type DWORD —Value 1 —Force
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Set—TtemProperty —Path “HKLM:\SYSTEM\CurrentControlSet\Services\LanmanServe

r\Parameters” DisableCompression —Type DWORD —Value 0 —Force

TR FHMRIEE, EHER.

0x04 A% H
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https://portal.msrc.microsoft.com/zh-CN/security-guidance/advisory/CVE-2020-1206

https://blog.zecops.com/vulnerabilities/smbleedingghost-writeup-chaining-smbleed-cve-2020-12
06-with-smbghost/

0x06 B [a] £k

2020-06-09  HUAR 5 Hrs i #b T
2020-06-12 VSRC K AGJRIF@E %S



	0x00 漏洞概述
	0x02 影响范围
	0x03 处置建议
	0x04 相关新闻
	0x05 参考链接
	0x06 时间线

